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State of the Art
Any electronic device (smartcard, remote car key, smartphone, etc.) embeds cryptography to prevent from being badly used by unintended users (attackers). One classical scenario consists in collecting a physical emanation leaked by the device, such as the time it takes to respond to requests, or the magnetic field it radiates. These signals provide a noisy and non-injective information about the internal variables, that are sensitive in that they depend on cryptographic keys. Standard test platforms exist “off-the-shelf” to collect the side-channel signals.

Problem
However, the retrieval of the keys from those signals is complicated. This research field is very active, and many attacks have shown up. The usual methodology consists in defining a distinguisher that could differentiate the correct key from incorrect guesses (operating byte by byte, for instance). When few or no information is available from the attacked platform, so-called “generic” distinguishers are needed. They are usually statistical metrics that observe the empirical distributions, such as MIA (Mutual Information Analysis), IIA (Inter-class Information Analysis), (I)KSA (Inter-class Kolmogorov-Smirnov Analysis) or CEA (Cross-Entropy Analysis). There is no formal theory to decide which distinguisher is the best; therefore, tests should be performed to derive general rules of adequation between a leaking device and the corresponding adapted distinguisher.

Organization
During this training period, the student will:

1. Get acquainted with side-channel traces collection and attacks,
2. Participate to the DPA contest v4 (organized and hosted at TELECOM-ParisTech), where traces are freely available from a database,
3. Compare MIA, IIA, (I)KSA and CEA between themselves and to other attacks already submitted,
4. Infer some rules of thumb to associate to a leakage characteristic with the best matching distinguisher.
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